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1.1.

1.1.1

1.1.2.

1.1.3.

Introduction

Introduction to the Policy

The purpose of TAQA' Anti-Money
Laundering and Terrorist Financing
Policy (hereafter: the "Policy") is to
outline and explain the prohibitions
against, Anti-Money Laundering and
Terrorist Financing in all business
operations, to highlight compliance
requirements related to these
activities, to reinforce the
organization’s commitment to
conducting business ethically, to
serve as a point of reference for all
TAQA staff to ensure unity and
application, and finally to assist
management in addressing Money
Laundering and Terrorist Financing
related issues.

TAQA board members and executives
will demonstrate leadership and set
the tone from the top to ensure that, at
every level of the organization,
employees do not tolerate corrupt
behavior.

The main objectives of this Policy
include, but are not limited to the
following:

e Ensure that all employees of TAQA
Group comply with all applicable
Anti-Money  Laundering and
Terrorist Financing laws and
regulations.

This Policy applies TAQA Arabia Holding.
and all of its subsidiaries. Accordingly, this
Policy will refer to TAQA and its subsidiaries
as "TAQA" or the "Company".
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1.1.4.

1.1.5.

1.1.6.

1.1.7.

e Ensure all business conducted on
behalf of TAQA and its subsidiaries
is always conducted in a highly
ethical and honest manner.

o Establish a framework to fight
against money laundering and
Terrorist financing through the
implementation of controls.

Definitions in this policy are used only
in instances where they provide the
necessary background, within the
context of this policy; this means that
this policy does not necessarily
contain all definitions.

Each company within the TAQA group
must comply with the policy and laws
and regulations of Anti money
laundering No. 80 of 2002, and its
amendments, and Counter-terrorism
Financing Policy of the Prime Minister
Decree No. 104 of 2021 and its
amendments which’s applicable in the
Arab Republic of Egypt.

Violating  applicable  Anti-Money
Laundering and Terrorist Financing
laws  potentially exposes the
organization, its employees, and any
third-party intermediaries (regardless
of nationality or location of residence)
to significant criminal and civil liability,
fines, and penalties.

TAQA encourages all stakeholders to
report suspected corruption or
violations of the law and provide
guidance on how to raise concerns.
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1.2.1.
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1.2.3.

1.2.4.

1.2.5.

1.2.6

Responsibility of the Compliance
Department

TAQA Compliance Department is
responsible for taking the appropriate
measures to make it easier for the
employees to report corruption for
Anti-Money Laundering and Terrorist
Financing, so that situations or
behaviors that violate the company's
policies or applicable regulations can
be identified and remedied.

The Compliance Department will
ensure compliance with this policy
and investigate any breaches in
relation to this policy.

The Compliance Department, in
coordination  with  the Human
Resources Department, will
communicate the policy and provide
the necessary training to relevant
employees.

This policy will be reviewed on an
annual basis by the Compliance
Department to ensure that it is
consistent with the objectives of the
TAQA.

The Compliance Department will keep
a record of all received claims, all
investigations, and all evidence to
support claims. Records will only be
accessible by employees in the
Compliance Department to allow for
the maintenance of confidentiality.

Responsible for the Compliance
Department is the Chief Governance
Officer.
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1.3.2.
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Responsibility of the Legal Department

The Legal Department will not
approve any contract with a third party
unless the proper due diligence
procedures have been completed by
the Compliance Department and the
third party has been authorized to be
pursued for the purpose of
establishing a business relationship.
The Legal Department, in
coordination with the Compliance and
Human Resources Departments, will
investigate alleged or suspected
breaches of the policy or the law.

Responsibility of Managers

All Managers are required to follow up
on their employees’ awareness and
compilation of all the required Anti-
Money Laundering and Terrorist
Financing training.

The Manager is responsible for
ensuring that any third party that the
Company deals with has passed the
due diligence and screening process,
prior to initiation of any business
activities.

Future Vision

This policy applies to all TAQA
entities, subsidiaries, employees
(including permanent and temporary
employees, interns, volunteers..etc.)
and third parties (including
representatives of the company).

In addition, TAQA joint ventures
(including joint-ventures that TAQA is
a non-controlling shareholder), third
parties, and business partners must
be aware of the policy and comply
with it.
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2. Definition
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Money generated from illegal activities through e dhddl e daslll gAY | Jised
Laundering | legitimate businesses to conceal the ot Jlel DA o de g yia
source of the funds or make it appear S Y jaas cLAY de g pia
that the source of funds is legitimate. £ s e JlsaY) Haaa o)) ek
Terrorist Methods used by terrorist organizations leeadid - Al byl Jila gl | dasas
Financing | to finance their activities. This money can Labhail Beal dula Y cladad) | Ay
come from legitimate sources, for ohas (e JIse¥l e 5 Gl (S
example from business profits and zlol e JEd) dass e e 5 5
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e Charitable organizations,

e Brokers engaged during
business acquisitions, and

e Any investor/bank providing a
source of funding.
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Human
Trafficking

The act of recruiting and transferring
people with the wuse of threat,
abduction, fraud, deception, abuse of
power, or any other act of coercion for
the purpose of exploitation.
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Smuggling

The illegal movement of
goods/objects/people, into or out of a
country, that are subject to customs/
taxes/ visas without paying/obtaining
them in order to gain a financial or
other material benefit.
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3.1.2.

3.2
3.2.1.

Money Laundering and Terrorism
Financing

What is Money Laundering?
The purpose of money laundering is
to make illegally obtained money or
assets appear legitimate and hide
their links to criminal activities.

Money laundering is regarded as such
even if the activities that occurred
were carried out in another country. All
employees are required to be alert
against the financial crime and fraud
risks that the company faces.

What is Terrorism Financing?

Terrorist  financing means any
collection, receipt, possession,
supply, transfer or provision of funds,
other assets, weapons, ammunition,
explosives, missions, machines, data,
information, materials or others for
any terrorist activity, whether
individual or collective, organized or
unorganized inside or outside the
country. Abroad, directly or indirectly,
whatever its source and by any
means, including digital or electronic
form, with the intention of using all or
some of it in committing any terrorist
crime or knowing that it will be used
for that, whether the terrorist act
occurred or not, or to provide a safe
haven for a terrorist or more, or by
providing them with weapons,
documents, etc., or any other means
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3.2.2.

3.3

41.1

of support, financing, or travel, with
knowledge of that, and he was not
related to the terrorist act.

A terrorist crime is every crime
stipulated in Law No. 94 of 2015
promulgating the Anti-Terrorism Law,
as well as every felony or
misdemeanor committed by using one
of the means of terrorism or with the
intent to achieve or implement a
terrorist purpose or with the intent to
advocate or threaten to commit any of
the aforementioned crimes, without
Violation of the provisions of the Penal
Code.

Money laundering covers a wide
variety of crimes from which
individuals or companies derive a
financial benefit, that include any of
the following activities:

e Using illegitimate funds to conduct
business activities on behalf of the
company,

e Concealing the true source of funds
knowing that the funds are derived
from criminal activity,

e Financing of terrorist activities, or
Direct or indirect participation in,
association to, or facilitating the
commission of the above activities.

Third Party Due Diligence and
Screening

Anti-money laundering and Terrorism
Financing due diligence reviews are
required to be carried out before
entering into any business
relationship with any potential partner
third party.
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4.1.2.

4.1.3.

4.1.4

4.1.5

4.1.6

TAQA will perform screening for all
third parties that the holding company
or any of its subsidiaries are planning
to conduct business with, as early as
possible (for example; after purchase
request is approved), and before any
project/contract/deal is made with the
third party.

Screening must be completed prior to
contract signing or initiation of any
business activities in order to identify
the risks associated with conducting
business with each third party.
Employees must not sign contracts
with or engage in any business
activities with third parties until
authorization has been received from
the Compliance Department.

Due diligence is performed as the first
phase of screening to ensure the third
party is:

¢ Alegitimate business entity

e Maintains standards consistent
with the legal and ethical standards
of TAQA.

Third party due diligence is conducted
by the Compliance Department for all
third parties. Third party due diligence
measures must:

e Identify the third party and verify
their identity based on documents
or information that are obtained
from a reliable and independent
source. This is referred to as
(identification data, if individual)
and/ (constitutional documents, if
Corporate) and can include
obtaining a copy of their ID and
proof of address.

e Identify the ultimate beneficial
owner of the business, if there are
any, and verify their identity to

gl Gand o) aly A8l 4S5 6 il 4.1.2,
ASyall labas ) A3l kY
Led Aalil) IS 5l e ol ) Auadl
& dere Aladll JleeY) dujlad
¢ JEal Ji o) Sae iy o il
s (s b o 468 gl 22y
ao Aa [ e [ g pda gl al
Al Calal)

sl el a5 J8 Gandl JUS) iy 4.1.3,
SRVEIFICE I P Tt
elal ddag el hlaall  aaad
Gl Cayla S ae JleeY)

c.q.ﬁjsc c_éji(.ar. u;\s.L:)A\UJca_A.\ 41.4

aalil (g A dal A5V 5l A6 Gl phal

o sdill BBl Qi s lgrae 4 las
UL 3l (e

A S Al Al 3 @iy 4015
) G Ll

RS e

e A8 gl el e Lilsy o
A< Al @AY A gl juladl
.ll:&f\-b"

Gy lall il M A Lall ol o) iy 416
] JUEY) 5 pla) Jof (e 1)
S O sy AN Gl LY

LSV Al ) Al e ya)

O Giail s Gl Ca, L) Aa @
o calaii el e 2Lsa s
J gl a5 ) el
Bo—ise si—an s Lgle
) b i () ity JEa
(Umdd s 6 iy el by
13l ¢ R all il
Jaiis o (Sapy (RSt S
iy (e Aa i e Jyaal
)5 ag Aaladl A 5l

O sindl
P B | ST SN | I | DN | PPN
e Gl g ¢ am o) ¢ Al

2 «(‘4“ d (Y'Y ¢ gé\ 4 1,.‘}‘5

-

) Gl s oSl




TAOASS

4.1.7.

understand the ownership and
control structure of the third party.

Retrieve information and
understand the purpose of the
relationship or project in the
framework of the third party’s
operations, including its business
activities. This refers to knowing
what TAQA will do with or for the
third party and why.

To avoid becoming involved in any
money laundering and Terrorism
Financing activities, all departments
(“Business owners”) who plan to
conduct business with potential third
parties on behalf of or for TAQA, must
comply with the following:

Business owners must fill out a
due diligence  questionnaire
detailing the name of the
company, its shareholders, its
location, whether it has
subsidiaries, and all other
required information for each
expected third party.

Business owners must submit the
questionnaire to the Compliance
Department for screening.

If a Business owners receives
authorization from the
Compliance Department to
pursue a business relationship
with the third party, contract

negotiation may proceed.

If a Business owner does not
receive authorization from the
Compliance  Department, the
Business owner is prohibited from
pursuing a business relationship
with the third party and instead
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4.1.8.

4.1.9.

5.1

must look for an alternative third
party.

e Due diligence expires on an
annual basis. Third parties who
have been approved by the
Compliance Department during
one year are required to be
submitted for due diligence
annually.

While opportunities for conducting
business in sanctioned countries,
companies, individuals, (ports and
vessels for supply chain and logistics)
is prohibited and will be rejected at the
initial stage of the screening process,
any third party known to have political
affiliations or concerns will be flagged,
and the decision for pursuing this third
party for a business relationship will
be up to the relevant senior
management.

Third parties who take part in the
following activities will not be
authorized for partnership:

¢ Human trafficking,

e Smuggling,

e Are owned by an individual with
frozen assets.

Reporting Anti-Money Laundering
and Terrorist Financing

Red Flags

Employees are required to be able to
identify red flags that may indicate
Money Laundering and Terrorist
Financing is occurring. These may
include but are not limited to the
following:

e Payment methods inconsistent
with contract terms,

e Services made but not accounted
for by documents,

e Requests for bribes,

e Tax evasion,
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Third parties insisting business is
conducted without a signed
contract,

Refusal by a third party to provide
information you have requested
without a legitimate explanation,
Ambiguous “consulting fees” on
invoices or invoices that have not
been signed,

Any request that has been made
a condition for business to
continue,

The third party presented fake
documents, false information, oris
involved in suspicious or criminal
activity,

Demands from a third party to
receive payment prior to contract
signing,

Unusual fund transfers to or from
countries unrelated to business

operations,
Offers to pay in cash or
overpayments followed by

requests for refunds,

Requests from a third party to
make payments on their behalf or
to a person who is not related to
the transaction being discussed,
or Inconsistent or unusual
payments or purchases.

Reporting Methods

If any employee has doubts as to
whether a situation exposes them to
Money Laundering and Terrorist
Financing or feels concerned that
their involvement in a transaction may
amount to a breach of regulations, the
employee is required to reach out to
the Compliance Department before
any action is taken.
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7.1

7.2

If any employee recognizes a red flag
or knowledge of Money Laundering or
Terrorist Financing activities, they are
required to immediately report this
information to the Compliance
Department or use any of the
available reporting channels:

e Online Portal
(https://www.taga.com.eq/)

Employees must include as much
information as possible when
reporting such as the details of the
people involved, the dates of any
transactions, details of the suspected
transactions, and any other
information that may aid the
Compliance  Department  during
investigation.

Sanctions and Penalties

Company Penalties

e Any employee who participates in
any action that constitutes,
facilitation  payment, money
laundering, Terrorist Financing or
is deemed unethical by the
organization is  subject to
disciplinary action that, up to and
including termination.

e The company reserves the right to
take any disciplinary action for
non-compliance with this policy in
accordance with the Human
Resources policies and local
labor law.

Legal Sanctions

Any employee who participates in any
action that constitutes, facilitation
payment, money laundering or
Terrorist Financing or any other
activity that violates the law is subject
to criminal and financial penalties as
per the applicable laws and
regulations in each country.
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